
MU Restore FW 
 

1. Root cause 

In most cases, HSE FW erased caused by incorrect clock configuration. The proper operation of the HSE 
subsystem depends on the correct configuration of the clocks CORE_CLK, HSE_CLK, AIPS_SLOW_CLK, 
AIPS_PLAT_CLK, etc. Therefore, users need to follow the 23.7.2 clock option in the S32Kxx-RM, otherwise 
the HSE may not operate properly, or even HSE FW will be erased. 

But I also found some other case, like clear FES-POR without DCF record config (K312), K312 enable 
“PLL_ENABLE” in IVT. 
 
More detail can refer to S32K3-RM and HSE-RM, I also write mention this in HSE QSG. 
 
Full mem firmware recovery is similar to AB swap, you can refer to 

S32K3 HSE installation using MU Interface - NXP Community 
 

2. Prepare 
Need to prepare a HSE FW install project to download the firmware to FLASH, and then add a loop, avoid 
running the program to another location, click “run” in debug window each time after writing to the MU 
RR/TR register 
 

3. HSE handshake mechanism 
 
After POR, the MU -FSR reg all “0”, the HSE is not working 
 
Check the HSE GPR  
 

 
  
          And the HSE GPR 3 register bit 0  is also 0 (normal should be 0x00000001), so it is obvious that the 
firmware is automatically erased by SBAF through the handshake mechanism. 
  
Handshake mechanism in HSE-RM,  

https://community.nxp.com/t5/S32K3-Internal-Community/S32K3-HSE-installation-using-MU-Interface/m-p/1482018


 

 
  

 
  

4. Using install HSE FW via mu interface to recover FW 
 
In HSE RM: 
 



 
 
 
Magic number using in flow chart 

 
  



 
  



          然后是 AB_SWAP FW 的安装流程，可以看到更加复杂，但按照下面的步骤执行，经过验证，是可以

恢复 AB_SWAP FW 的。 

  
 
  

 
  



 
 
 
 
 
 
 
 
 
 

5. recovery steps (ab swap) 
 
5.1 before start handshake 
The bits 24-31 of DCMRWP1 register are all 0 by default, and bits 0-4 in 0x4039C028 are all 0 at this time,  
the FW Installation Process (MU) process is not started. 
 



 
 
 
 
 
5.2 start handshake 
Write A5 to bits 24-31 of DCMRWP1 register, click “run” and “stop”, the HSE GPR 3 bit 1 assertion (MU 
interface is enabled for installation of HSE Firmware.),  
 
Meanwhile, HSE sends 0xAA55A55A to M7 core via MU0-MUA TR0, and the value can be viewed via 
MU0-MUB RR0, at the value can see from debug window 



 



5.3 response 
 
Send 0xF0F00F0F via MU0-MUB TR0 , the response for the handshake , click “run” and “stop” 
 

 
 
Return value 0xDADABABA to MU0-MUB RR0, which is requesting the HSE FW Pointer address 

 
 
5.4 Provide the HSE FW pink image address 
 
Provide the firmware address, in this pic is 0x00600000, users can fill in different values for the actual 
location of HSE FW without specific requirements, and then run the code. 
 
 



 
 
After successful installation, RR0 returns 0xAA55A55A, means Valid HSE FW present in Passive Block 
 
5.5 Switch partition 
 
Send 0x5A5AA5A5 via TR0, request the Switching active/passive Block. 
  

 
 
 
 
 
 
 
 
 
 



 
Can see that the switch is successful, RR0 returns 0xDABABADA, and clears the HSE GPR bit 1 as the 
MU installation is completed, then you only need to reset. 

 
 
After reset, the MU FSR value is 0x09600000, the HSE GPR bit 0 is set to “1”, HSE FW is present and SBAF 

Booted HSE Firmware.  
 
 
 


